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(j) To either House of Congress, or, to 
the extent of matters within its juris-
diction, any committee or sub-
committee thereof, or any joint com-
mittee of Congress or subcommittee of 
any such joint committee; 

(k) To the Comptroller General, or 
any of his or her authorized representa-
tives, in the course of the performance 
of the duties of the General Accounting 
Office; 

(l) Pursuant to the order of a court of 
competent jurisdiction; or 

(m) To a consumer reporting agency 
in accordance with 31 U.S.C. 3711(f). 

§ 102.23 Are there special rules about 
personnel and equal employment 
opportunity files? 

(a) The provisions of parts 293 and 297 
of title 5 of the Code of Federal Regula-
tions govern all SBA files which the Of-
fice of Personnel Management deter-
mines are personnel files. 

(b) The provisions of part 1611 of title 
29 of the Code of Federal Regulations 
govern all Equal Employment Oppor-
tunity complaint files. 

§ 102.24 What is a record? 

A record is information which SBA 
maintains on an individual and which 
includes either his name or an identi-
fying symbol (such as a fingerprint, a 
social security number (‘‘SSN’’), or a 
photograph). 

§ 102.25 What is a system of records? 

A system of records is one or more 
records which SBA routinely keeps for 
official purposes, and from which SBA 
can retrieve records by using a name or 
personal identifier. 

§ 102.26 What does this subpart mean 
by ‘‘person to whom a record per-
tains’’ or ‘‘you’’? 

When this subpart refers to the ‘‘per-
son to whom a record pertains’’ or uses 
the pronoun ‘‘you’’, it refers to a 
United States citizen or a lawfully ad-
mitted alien. It does not refer to a cor-
poration, partnership, or sole propri-
etorship. 

§ 102.27 What records are partially ex-
empt from the provisions of the Pri-
vacy Act? 

(a) The following systems of records 
are exempt from certain provisions of 
the PA: Audit Reports (system of 
records #SBA 015), Litigation and 
Claims Files (#SBA 070), Personnel Se-
curity Files (#SBA 100), Security and 
Investigations Files (#SBA 120), Office 
of Inspector General Referrals (#SBA 
125), Investigations Division Manage-
ment Information System (#SBA 130), 
and Standards of Conduct Files (#SBA 
140). 

(b) The provisions of the PA from 
which these systems of records are ex-
empt are subsections (c)(3) (Accounting 
of Certain Disclosures), (d) (Access to 
Records), (e)(1), 4G, H, and I (Agency 
Requirements), and (f) (Agency Rules). 

(c) The systems of records described 
in paragraph (a) of this section are ex-
empt from the provisions of the Pri-
vacy Act described in paragraph (b) of 
this section in order to: 

(1) Prevent the subject of investiga-
tions from frustrating the investiga-
tory process; 

(2) Protect investigatory material 
compiled for law enforcement purposes; 

(3) Fulfill commitments made to pro-
tect the confidentiality of sources and 
to maintain access to necessary 
sources of information; or 

(4) Prevent interference with law en-
forcement proceedings. 

(d) In addition to the foregoing ex-
emptions in paragraphs (a) through (c) 
of this section, the systems of records 
described in paragraph (a) of this sec-
tion numbered SBA 015, 100, 120, 125 and 
130 are fully exempt from the Privacy 
Act to the extent that they contain: 

(1) Information compiled to identify 
individual criminal offenders and al-
leged offenders and consisting only of 
identifying data and notations of ar-
rests, confinement, release, and parole 
and probation status; 

(2) Information, including reports of 
informants and investigators, associ-
ated with an identifiable individual 
compiled to investigate criminal activ-
ity; or 

(3) Reports compiled at any stage of 
the process of enforcement of the 
criminal laws from arrest or indict-
ment through release from supervision 
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associated with an identifiable indi-
vidual. 

(e) The systems of records described 
in paragraph (d) of this section are 
fully exempt from the PA to the extent 
described in that paragraph because 
they are records maintained by the In-
vestigations Division of the Inspector 
General, which is a component of SBA 
which performs as its principal func-
tion activities pertaining to the en-
forcement of criminal laws within the 
meaning of 5 U.S.C. 552a(j)(2). They are 
exempt in order to: 

(1) Prevent the subjects of Office of 
Inspector General (OIG) investigations 
from using the PA to frustrate the in-
vestigative process; 

(2) Protect the identity of Federal 
employees who furnish a complaint or 
information to the OIG, consistent 
with section 7(b) of the Inspector Gen-
eral Act of 1978, 5 U.S.C. App. I; 

(3) Protect the confidentiality of 
other sources of information; 

(4) Avoid endangering confidential 
sources and law enforcement personnel; 

(5) Prevent interference with law en-
forcement proceedings; 

(6) Assure access to sources of con-
fidential information, including that 
contained in Federal, State, and local 
criminal law enforcement information 
systems; 

(7) Prevent the disclosure of inves-
tigative techniques; or 

(8) Prevent the disclosure of classi-
fied information. 

§ 102.28 What about information com-
piled for a civil action? 

No individual shall have access to 
any information compiled by SBA in 
reasonable anticipation of a civil ac-
tion or proceeding. In the event of a 
question as to disclosure, the Systems 
Manager for the system of records in-
volved will rely on the opinion of the 
General Counsel or designee, and will 
also consult with the PA Officer. 

§ 102.29 Who administers SBA’s re-
sponsibilities under the Privacy 
Act? 

The PA Officer has overall responsi-
bility for administering the PA for 
SBA. A Systems Manager is respon-
sible for administering the PA as to 

systems of records within an SBA Of-
fice. 

§ 102.30 How can I write to the Privacy 
Act Officer? 

You can write to the PA Officer at 
409 3rd Street, SW., Washington, DC 
20416. 

[61 FR 2673, Jan. 29, 1996, as amended at 70 
FR 29937, May 25, 2005] 

§ 102.31 Who appoints Systems Man-
agers? 

The senior official in each field office 
and each Headquarters program area 
designates himself or herself or ap-
points another as the Systems Manager 
for that office. 

§ 102.32 What do Systems Managers 
do? 

Systems Managers have the following 
responsibilities, among others, for the 
offices for which they are appointed: 

(a) Acting as the initial contact per-
son for individuals seeking access to or 
amendment of their records. 

(b) Responding to requests for infor-
mation. 

(c) Discussing the availability of 
records with individuals. 

(d) Amending records in cases where 
amended information is not controver-
sial and does not involve policy deci-
sionmaking. 

(e) Informing individuals of any re-
production fees to be charged. 

(f) Assuring that their systems of 
records contain no record describing 
how any individual exercises rights 
guaranteed by the First Amendment 
unless expressly authorized by statute 
or by the individual about whom the 
record is maintained, or unless perti-
nent to and within the scope of an au-
thorized law enforcement activity. 

§ 102.33 How can I write to a Systems 
Manager? 

You can write to a Systems Manager 
by writing to the SBA Office which 
maintains the record you are seeking. 
If you do not know which office that is, 
or you do not know the address of that 
office, you can write to the PA Officer 
at 409 3rd Street SW., Suite 5900, Wash-
ington, DC 20416, who will forward your 
request to the proper Systems Man-
ager. 
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